
Fraudulent Prescription Notice

Recently, the Ohio Department of Medicaid was notified by its data manager, Maximus, that it had a
cybersecurity incident that potentially exposed Medicaid provider names, social security numbers,
addresses, DEA registration numbers, and other information.
 
Providers are strongly encouraged to utilize the OARRS MyRx Report feature to identify any
potential fraudulent prescriptions issued under their DEA registration. If a provider identifies a
prescription that appears fraudulent, they should report this information to the DEA and local law
enforcement. Please be advised that the Board of Pharmacy has already been notified by at least
one hospital system of several fraudulent prescriptions issued in recent days. 
 
For more information on running a MyRx Report, a short video tutorial can be accessed  here.  
 
Reports to the DEA can be made using its online reporting tool:
https://apps2.deadiversion.usdoj.gov/rxaor/spring/main?execution=e1s1

https://www.govtech.com/news/ohio-medicaid-providers-may-have-had-data-exposed-in-breach
https://gcc02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.govtech.com%2Fnews%2Fohio-medicaid-providers-may-have-had-data-exposed-in-breach&data=04%7C01%7CAli.Simon%40pharmacy.ohio.gov%7C5f4f70a91aec463869e308d93bdf511a%7C50f8fcc494d84f0784eb36ed57c7c8a2%7C0%7C0%7C637606652582179225%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C1000&sdata=WbuTr20P9QWiHJZ2eROMi1lrpMrrfpxL9lCvnoEOP5Y%3D&reserved=0
https://www.brainshark.com/1/player/appriss?fb=0&r3f1=38027c2f232e766434660261347d2d213b7a7e0b7a3e7d33293f34&custom=pmpawarxemyrx
https://apps2.deadiversion.usdoj.gov/rxaor/spring/main?execution=e1s1

