
NOTICE ON EMAIL PHISHING SCAM

Dear Board of Pharmacy Licensee,

We have been alerted to a phishing email scheme being sent to our licensees where the sender is
claiming to represent the State of Ohio Board of Pharmacy. They have created a website that mimics
the Board’s site as an additional step to deceive licensees. Please reference the image of the
malicious email below. Please be advised that the email address used by the scammers may differ
from the example listed below. 
 
If you have received a message like the one below, please delete it. If you have opened the email,
followed the link, and submitted any sensitive information, you are strongly advised to look into
setting up credit/fraud alerts and/or a credit freeze.
 
The Board will continue to monitor this situation and will send any additional updates as needed. 


